




Error

The Nautilus Development Team needs to set up a new Azure Virtual Machine (VM) and configure it
to run a web server. This VM should be part of an Azure Application Gateway (AGW) setup to ensure
high availability and better traffic management. The task involves creating a VM, setting up an AGW,
configuring a backend pool, and ensuring the web server is accessible via the AGW public IP. Create
a Network Security Group (NSG): Create an NSG named xfusion-nsg to allow inbound traffic on port
80. Create a Virtual Machine: Create a VM named xfusion -vm. Use any available Ubuntu image to
create this instance. Configure the instance to run a user data script during its launch. This script
should: Install the Nginx package. Start the Nginx service. Set up an Application Gateway: Set up an
Azure Application Gateway named xfusion -agw with the following: Associate it with a public IP
address named xfusion -agw-ip. Attach the backend pool to the VM. Configure HTTP Settings: Create
an HTTP setting named xfusion -http-settings on port 80. Route Traffic: Add a listener named xfusion
-listener and a routing rule named xfusion -routing-rule to route traffic from the AGW frontend to
the backend pool. NSG Adjustments: Make sure the NSG attached to the VM allows inbound traffic
on port 80. Ensure the Nginx server running under xfusion -vm is accessible using the AGW public IP.
Note: Wait for the Application Gateway resource to be fully deployed before proceeding with the
next steps. Deployment may take several minutes to complete. Use below given Azure Credentials:
(You can run the showcreds command on azure-client host to retrieve these credentials) Portal URL
https://portal.azure.com Username kk_lab_user_main-
29199ab629cb4078@azurekmlprodkodekloud.onmicrosoft.com Password 8K%ry&qSZ-s=8kLS Start
Time Thu Oct 02 08:43:38 UTC 2025 End Time Thu Oct 02 09:43:38 UTC 2025 Notes: Create the
resources only in the East US region.


